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1 Day Cyber Attack Simulation Exercise 

Course description:  

Simulations are the best means of learning by experiencing it. This simulation exercise will enable you to 

prepare a defined and managed approach when responding to a breach or attack on an information 

asset. Furthermore, this training shares some of the most advanced ways of preparing for and 

responding to cyber-attacks. This simulation exercise empowers customers to think ahead, take control 

of their security infrastructure, and predicatively prevent IT security threats. This simulation exercise 

forces top managers to identify their organisation’s most important data assets for the first time, as well 

as consider the potential risks to those assets of cyber attack. Participants learn through role-play. 

This workshop entitles you to 8 CPE credits. 
 
Learning Objectives:   

 Awareness and importance of Cyber Security and Cyber Resilience 

 Better understanding of the threats, risks and weaknesses 

 Understand the essence, definitions, roles and responsibilities of Cyber Security and Cyber 
Resilience 

 Apply your knowledge and understanding to assess the current maturity or status of Cyber 
Security and Cyber Resilience 

 Gain practical insights and tips on how to initiate and implement effective Cyber Security and 
Cyber Resilience initiatives 

 See, feel and experience the impact of ‘attitude’ and ‘behavior’ as critical success or fail factors 
in Cyber Security 

 
Who should attend:   

 Information Security 
o Managers, Practitioners, Auditors 
o Project Managers 
o Consultants 
o Trainers 
o Experts 

 Professionals from other domains like 
o Business Continuity Management, Risk Management 
o Governance and Compliance 
o Information Technology 

 Equally good for experts as well as the newcomers  
 

For further information please email us at  infocoreconsulting.ae 

  

 


